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Es gibt jede Menge Tutorials, sodass es wenig Sinn macht weitere zu erstellen. Sprich es ist Ihre
Aufgabe sich entsprechend zu informieren. Nachfolgend eine kleine Auswahl von Quellen mit
Substanz.

Useful Links
Quelle Beschreibung
DataCamp-Tutorial SQL Injection: Wie es funktioniert und wie man es verhindern kann
Exploit DB Englischsprachige Datenbank zu aktuellen Angriffstechniken
Wikipedia-SQLi Wikipedia-Eintrag
SQLi-Emulator Emulator, um verschiedene SQLi-Befehle zu üben.
Pentest-Tools Gute Informationsquelle mit mit Codebeispielen
W3-Schools-SQLi Englischsprachiges Tutorial mit guten Beispielen. Schritt für Schritt erklärt

Weitere Link bitte mir melden, dann nehmen ich diese in die List auf

Quellennachweis

Hall of Shame
Wikipedia-SQLi

 Volkan Demir
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https://www.datacamp.com/de/tutorial/sql-injection
https://www.exploit-db.com/
https://de.wikipedia.org/wiki/SQL-Injection
https://www.hacksplaining.com/lessons/sql-injection/start
https://pentest-tools.com/blog/sql-injection-attacks
https://www.w3schools.com/sql/sql_injection.asp
http://codecurmudgeon.com/wp/sql-injection-hall-of-shame/
https://de.wikipedia.org/wiki/SQL-Injection
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